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Programme Overview

Tuesday, October 24


Room 2004
Room 2005

09:00 -12:30
Tutorial 1: Introduction to Crypto​graphy and Authentication Protocols

Jonathan Moffett
Tutorial 2: Software Process Improvement for SMEs

Jos Trienekens, Erwin Schoitsch

12:30 -14:00
luncheon

14:00 -17:30
Tutorial 3: Explaining IEC 61508

Felix Redmill
Tutorial 4: Dependability and EMC

Bernard Jover




17:30 -20:00
Welcome reception - Brasserie "De Tijdgeest"


Wednesday, October 25


Kriterion

09:00 -  9:30
Opening session

09:30 -10:30
Invited Paper: Tom Gilb

11:00 -12:30
Session 1: Verification and Validation

12:30 -13:00
Poster Session 1


luncheon

14:30 -16:00
Session 2: Software Process Improvement

16:00 -16:25
Poster Session 2

17:00 -18:30
Session 3: Formal Methods


Thursday, October 26


Kriterion

09:00 -10:00
Invited Paper: Maarten Steinbuch

10:00 -11:00
Session 4: Safety Guidelines, Standards and Certification

11:30 -13:00
Session 5: Hardware Aspects


luncheon

14:30 -16:00
Panel Session: Dependability Issues in Medical Systems - Surgical Robots

16:30 -17:30
Session 6: Safety Assessment I

17:30 -18:30
Session 7: Design for Safety

20:00 -24:00
Conference Dinner


Friday, October 27


Kriterion

09:00 -10:00
Invited Paper: Peter Ladkin

10:00 -11:30
Session 8: Transport & Infrastructures

12:00 -13:30
Session 9: Safety Assessment II

13:30 -14:00
Closing Session


buffet





Room 2003


14:30 -18:00
Tutorial 5: Risk Management for Systems Engineering: some unconventional approaches

Tom Gilb

SAFECOMP 2000

the 19th International Conference on Computer Safety, Reliability and Security

Rotterdam, The Netherlands, October 24-27, 2000
About the Conference

SAFECOMP was initiated by EWICS TC7 (European Workshop on Industrial Computer Systems, Technical Committee 7) in 1979 and since then has been held in Germany (Stuttgart, Fulda, Heidelberg), UK (Cambridge, Manchester, Gatwick, York), USA (West Lafayette, Anaheim), Italy (Como, Belgirate), France (Sarlat, Toulouse), Austria (Vienna), Norway (Trondheim), Switzerland (Zürich) and Poland (Poznan). The conference focuses on critical computer applications. It is intended to form a platform for technology transfer between academia, industry and research institutions. 

Safecomp is an annual 2½ day-event reviewing the state of the art, experiences and new trends in the areas of computer safety, reliability and security regarding dependable applications of computer systems.

The one-stream programme provides ample opportunity to exchange insights and experiences on emerging methods and practical applications across the borders of the disciplines represented by participants.

Conference Venue
Safecomp 2000 and tutorials will take place in Conference Centre Engels in the Groothandelsgebouw, Stationsplein 45, entrance A next to the Central Station, with a splendid view over the city [http://www.conventions.rotterdam.nl/map/engelsmap.html]. Phone: ++31 10 4119550, fax: ++ 31 10 4139421.

Rotterdam
Rotterdam is a modern city, full of activity. Its harbour, the largest in the world, turns it into an international centre of trade, business and culture. The city centre is famous for its daring new architecture, as well as for the historic buildings in Delfshaven and the old harbour. Together with Oporto, Rotterdam will be the cultural capital of Europe in 2001, and deservedly. The city is rich in art, its contribution to photography and film is renowned and the museum Boijmans-Van Beuningen enjoys international recognition. Theatres, cinemas and concert halls provide Rotterdam with a lively nightlife. The abundant presence of restaurants and pubs of all nationalities give Rotterdam the special global atmosphere in which everyone finds a place. 

Tutorials

Leading researchers and practitioners will present half-day tutorials on the Tuesday October 24, and one on Friday afternoon, October 27, directly following the Conference. Five tutorials are offered:

Tuesday, October 24:

9:00 – 12:30 h.:

 Tutorial 1:
Introduction to Cryptography and Authentication Protocols

 Tutorial 2:
Software Process Improvement for Small and Medium-sized Enterprises (SMEs): experiences in the ISA-EUNET project

14.00 – 17:30 h.:

 Tutorial 3:
Explaining the International Standard IEC 61508

 Tutorial 4:
Dependability and EMC

Friday, October 27

14.30 – 18:00 h.:

 Tutorial 5:
Risk Management for Systems Engineering: some unconventional approaches

Whether a tutorial will be run depends on enough participants registering for it. Tutorials may therefore be subject to cancellation. For this reason, it is possible to indicate on the registration form a first and second choice of tutorial.
Tuesday October 24, 9:00 – 12:30 h.

Tutorial 1:
Introduction to Cryptography and Authentication Protocols


Jonathan Moffett, University of York (UK)
The explosive increase in Internet traffic, and its expansion to e-commerce, has brought a whole host of security concerns and their solutions. It is hard to get the threats and protection measures into perspective. How much should you be concerned whether you have got 40-bit or 128-bit encryption? What is the difference between Symmetric and Public-Key Encryption? What is the purpose of Public Key Infrastructure?

This tutorial is an introduction to the basics of Cryptography and Authentication Protocols for those with little previous experience of the area. It will cover: fundamentals of cryptography; symmetric encryption algorithms (including DES); public-key encryption algorithms (including RSA); applications of encryption; key distribution and public-key infrastructure; authentication protocols and their problems; practical consequences for internet security.

Dr. Jonathan Moffett is a Lecturer in the Computer Science Department at the University of York, England. He was a member of the Distributed Systems Engineering group at Imperial College, London from 1986-92. His previous experience has been as a systems consultant on large commercial systems, including acting as computer controls and security adviser at Esso Europe Inc, and as consultant to one of the London Clearing Banks, for whom he wrote their computer security standards.

Tutorial 2:
Software Process Improvement for Small and Medium-sized Enterprises (SMEs): Experiences in the ISA-EUNET Project


Jos Trienekens, TU Eindhoven and KEMA (NL); Erwin Schoitsch, ARCS (A)
Over the last few years many SMEs have made their first steps regarding the improvement of software processes. In this tutorial the partners of the Isa-Eunet project will present recently developed approaches for SPI in SMEs and will report on relevant experiences from successful SPI-projects in real-life business situations. A particular emphasis will be given to the subject of how to start measurement in SMEs to determine the effectiveness of SPI-activities. The development of small and practical measurement programs on the basis of the well-known Goal Question Metric approach will be addressed. Further also methods on tutoring and mentoring SPI in SMEs will be presented. 

The tutorial will be given by dr.ir. Jos Trienekens c.s. and Dipl.-Ing. Erwin Schoitsch and is based on experiences in the Isa-Eunet project. Isa-Eunet is a high-tech software EUropean lean NETwork of experts in Safety Applications to support directly SMEs at regional level. The tutors are active in the field of software process improvement regarding the development of intensive software systems for safety applications.

Tuesday October 24, 14:00 – 17:30 h.

Tutorial 3:
Explaining the International Standard IEC 61508

Felix Redmill, Redmill Consultancy (UK)
The international standard, IEC 61508, addresses the functional safety of programmable safety-related systems. It is a 'meta standard', to be used as a basis of sector-specific standards, but where these do not yet exist, it is also intended for direct use. It defines the way in which we need to think and act towards safety throughout a system's life cycle.

IEC 61508 was influential even as a draft. Now that it is a standard, customers are demanding that suppliers conform to it. As its principles are recognised to reflect current best practice, not only technical programmes, but also legal frameworks will expect adherence to it. It is therefore of considerable importance.

This tutorial will explain what the standard is, what its objectives are, how it sets out to achieve its objectives, and how it will affect the way in which we manage safety. It will explain the technical principles on which the standard is based, and the management necessary for conformity with the standard.

The tutorial will be presented by Felix Redmill, who has run numerous courses on IEC 61508, both in-house and in public, and has been invited by many professional organisations to provide education on the standard.

Tutorial 4:
Dependability and EMC


Bernard Jover (Schneider Electric, Grenoble, F)
Electromagnetic Compatibility (EMC) plays an important part in the vulnerability and dependability of electronic systems. Concomitant electromagnetic (EM) disturbances could, at the end, reduce performances of these systems. Apparatus are tested with different normative EMC immunity tests. These tests are done one after the other. In fact, EM disturbances could appear simultaneously, and the apparatus response could be completely different from the Labs test results (often lower). When electronic systems are subjected to EM disturbances, Information integrity (data or signal) has to be preserved in the case of critical systems or high availability. The object of this tutorial is to introduce this concept between dependability and EMC.

The tutor, Bernard Jover, is an EMC expert at Schneider Electric company. He has extensive experience in the field of EMC and EM hardening (lightning and NEMP) for a range of clients in the process industry, transport, electricity distribution, nuclear and defence sectors. He contributes, as EMC expert, to a working group in CENELEC TC 215 dealing with electrical safety for electrotechnical aspects of telecommunication equipment inside and outside buildings. 

Friday October 27, 14:30 – 18:00 h.

Tutorial 5:
Risk Management for Systems Engineering: some unconventional approaches


Tom Gilb, Result Planning (N)
This tutorial will expose you to a set of risk analysis, specification and control methods which the lecturer has deep personal and practical experience with. The major topics are:

· Requirements Engineering specification: quantifying all qualities for trackability.

· System Design: the use of Impact Estimation Tables to analyse and control Risk.

· Specification Quality Control: deep early numeric QC of contracts, bids, proposals and all engineering specification, including software engineering.

· Evolutionary Project Management: early numeric rapid feedback for risk learning and control. 

The tutorial will provide you a powerful, practical fresh additional set of tools for improving your ability to control not only safety issues, but also for control of risks with the concurrent quality and economic factors.

Tom Gilb is the author of 8 published books in the systems and software engineering management area, some such as his 1976 Software metrics are considered landmarks today. He works as a multinational consultant for high tech and military companies and projects. He is highly original and deep in his approach to problems of managing complex systems, and has seen his methods successfully adopted as the standard for multinationals and for professional communities.
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Map of Rotterdam City Centre displaying the Conference venue "Engels" at 3013AK and Brasserie "De Tijdgeest" at 3011TZ (distance: 3.8 km)

Tuesday, October 24

09:00-17:30
Tutorials 1-4 (Conference Centre Engels)
18:00-20:00
Pre-registration in Brasserie "De Tijdgeest"
17:30-20:00
Welcome reception in Brasserie "De Tijdgeest" (Oost-Wijnstraat 14, see map)
Wednesday, October 25
08:30-09:00
Registration (Conference Centre Engels)
09:00-09:30
Opening Session

Welcome of the General Chair, TU Delft, Programme Committee Chair and EWICS-TC7 Chair

09:30-10:30
Invited Paper: The Ten Most Powerful Principles for Software and Systems Engineering for Dependable Systems — T. Gilb (Result Planning, N)

10:30-11:00
Coffee break

11:00-12:30
Session 1: Verification and Validation (Chair: F. Saglietti, Institute for Safety Technology - ISTec, D)
· Empirical Assessment of Software on-line Diagnostics using Fault Injection — J. Napier, J. May and G. Hughes (University of Bristol, UK)

· Speeding-up Fault Injection Campaigns in VHDL Models — B. Parrotta, M. Rebaudengo, M. Sonza Reorda and M. Violante (Politecnico di Torino, I)

· Specification and Verification of a Safety Shell with Statecharts and Extended Timed Grahps — J. van Katwijk, H. Toetenel (Delft University of Technology, NL), A. Sahraoui (University of California, USA), E. Anderson and J. Zalewski (University of Central Florida, USA)

12:30-13:00
Poster Session 1 (Chair: S. Wittmann, Bundesamt für Sicherheit in der Informationstechnik, D)
· Validation of Control System Specifications with Abstract Plant Models — W. Zhang (Institute for Energy Technology, N)

· A Constant Perturbation Method to Evaluating Structural Diversity of Multiversion Software — L. Chen, J. May and G. Hughes (University of Bristol, UK)

· Expert Error: the Case of Trouble-shooting in Electronics — D. Besnard (Université de Provence, F)

· The Safety Management of Data-driven Safety-Related Systems — A.G. Faulkner, P.A. Bennett, R.H. Pierce and I.H.A. Johnston (CSE International Ltd, UK)

· Software Support for Incident Reporting Systems in Safety-Critical Applications — C. Johnson (University of Glasgow, UK)

13:00-14:30
Lunch

14:30-16:00
Session 2: Software Process Improvement (Chair: J. Trienekens, TU Eindhoven and KEMA, NL)
· A Dependability-Explicit Model for the Development of Computing Systems — M. Kaâniche, J.C. Laprie (LAAS-CNRS, F), J.P. Blanquart (Matra Marconi Space, F)

· Deriving Quantified Safety Requirements in Complex Systems — P.A. Lindsay, D.J. Tombs (University of Queensland, AU), J.A. McDermid (University of York, UK)

· Improving Software Development by using Safe Object Oriented Development: OTCD — X. Méhaut, P. Morère (AONIX, F)

16:00-16:25
Poster Session 2 (Chair: F. Dafelmair, TÜV Süddeutschland Bau und Betrieb GmbH, D)
· A Safety Licensable PES for SIL 4 Applications — W.A. Halang, P. Vogrin (FernUniversität Hagen, D) and M. Colnaric (University of Maribor, SL)

· Safety and Security Issues in Electric Power Industry — Z. Zurakowski (Institute of Power Systems Automation, PL)

· Dependability of Computer Control Systems in Power Plants - Analytical and Experimental Evaluation C. Almeida, A. Arazo, Y. Crouzet and K. Kanoun (LIS/LAAS-CNRS, F)
· A Method of Analysis of Fault Trees with Time Dependencies — J. Magott, P. Skrobanek (Technical University of Wrocław, PL)

16:25-17:00
Coffee break

17:00-18:30
Session 3: Formal Methods (Chair: M. Heisel, University of Magdeburg, D)
· A Formal Methods Case Study: using "light-weight" VDM for the Development of a Security System Module — G. Droschl (Technical University of Graz, A), W. Kuhn, G. Sonneck and M. Thuswald (Austrian Research Centers Seibersdorf, A)

· Formal Methods: the Problem is Education — T. Scheurer (University of Manchester Institute of Science and Technology, UK)

· Formal Methods Diffusion: Past Lessons and Future Prospects — R. Bloomfield (Adelard, UK), D. Craigen (ORA, CA), F. Koob, M. Ullmann and S.Wittmann (Bundesamt für Sicherheit in der Informationstechnik, D)
Thursday, October 26

09:00-10:00
Invited Paper: Safe Tech, a Control-oriented Viewpoint — M. Steinbuch (TU Eindhoven, NL)

10:00-11:00
Session 4: Safety Guidelines, Standards and Certification (Chair: W. Ehrenberger, University for Applied Science Fulda, D)
· Derivation of Safety Targets for the Random Failure of Programmable Vehicle Based Systems — R. Evans (BMW Group - University of Warwick, UK) and J. Moffett (University of York, UK)

· IEC 61508 - a Suitable Basis for the Certification of Safety-Critical Transport-Infrastructure Systems ? — D. Fowler (CSE International Ltd, Scunthorpe, UK)

11:00-11:30
Coffee break

11:30-13:00
Session 5: Hardware Aspects (Chair: G.L. Reijns, Delft University of Technology, NL)
· An Approach to Software Assisted Recovery from Hardware Transient Faults for real-time Systems — D.Basu and R. Paramasivam (Vikram Sarabhai Space Centre, IN)

· Programmable Electronic System Design & Verification Utilizing DFM — M. Houtermans (TÜV Product Service, Danvers, USA; TU Eindhoven, NL), G. Apostolakis (Massachusetts Institute of Technology, USA), A. Brombacher (TU Eindhoven, NL) and D. Karydas (Factory Mutual Insurance, Norwood, USA)

· SIMATIC S7-400F/FH: Safety-Related PLC (SIL 3) with 1oo1/2oo2 CPU and Distributed I/O — A. Schenk (Siemens, D)

13:00-14:30
Lunch

14:30-16:00
Panel Session: Dependability Issues in Medical Systems - Surgical Robots (Chair: F. Redmill, Redmill Consultancy, UK)
· P. Grundeman (University Medical Centre Utrecht, NL)
· U. Voges (Forschungszentrum Karlsruhe, D)
· a surgical robot manufacturer (Computer Motion, USA)
· a producer of integrated medical systems (...)
· M. Steinbuch (TU Eindhoven, NL)
16:00-16:30
Coffee break

16:30-17:30
Session 6: Safety Assessment I (Chair: S. Anderson, Edinburgh University, UK)
· Assessment of the Reliability of Fault-Tolerant Software: a Bayesian Approach — B. Littlewood, P. Popov, L. Strigini (City University, UK )

· Estimating Dependability of Programmable Systems using BBNs — B.A. Gran, G. Dahll (OECD Halden Reactor Project, N), S. Eisinger (Det Norske Veritas, N), E.J. Lund, J.G. Norstrøm, P. Strocka and Britt J. Ystanes (Kongsberg Defence & Aerospace AS, N)

17:30-18:30
Session 7: Design for Safety (Chair: P. Daniel, Marconi Secure Systems Ltd, UK)
· Improvements in Process Control Dependability through Internet Security Technology — F.J. Dafelmair (TÜV Süddeutschland Bau und Betrieb GmbH, D)

· Towards a Generic Safety-Critical Network Technology — J.S. Pascoe, N. Nissanke and R.J. Loader (University of Reading, UK)

20:00-24:00
Conference Dinner

Friday, October 27
09:00-10:00
Invited Paper: What are the real Causes in Computer-related Accidents in Transportation Systems? — P.B Ladkin (University of Bielefeld, D)

10:00-11:30
Session 8: Transport & Infrastructures (Chair: E. Schoitsch, Austrian Research Centers Seibersdorf, A)
· Controlling Requirements Evolution: an Avionics Case Study — S. Anderson and M. Felici (University of Edinburgh, UK)

· HAZOP Analysis of Formal Models of Safety-Critical Interactive Systems — A. Hussey (University of Queensland, AU)

· Failure Mode and Effect Analysis for Safety-Critical Systems with Software Components — T. Cichocki (Adtranz Zwus, PL), J. Górski (Technical University of Gdansk, PL)

11:30-12:00
Coffee break

12:00-13:30
Session 9: Safety Assessment II (Chair: O. Nordland, SINTEF Telecom and Informatics, N)
· Risk Ordering of States in Safecharts — N. Nissanke and H. Dammag (University of Reading, UK)

· Dependability Evaluation: Model and Method based on Activity Theory — M.A. Sujan (University of Karlsruhe, D), A. Rizzo (University of Siena, I) and A. Pasquini (ENEA, I)

· Forensic Software Engineering and the Need for new Approaches to Accident Investigation — C. Johnson (University of Glasgow, UK)

13:30-14:00
Closing Session

· Safecomp 2000 Review
· Presentation of Safecomp 2001
14:00-15:00
Buffet

14:30-18:00
Turorial 5: Risk Management for Systems Engineering: some unconventional approaches – Tom Gilb
Registration

The organisation of the Conference is based on advance registration. All persons attending the conference will be required to register. Please register by returning the Registration Form. Use one form for each participant. Registration can also be made by fax or Email. In this case, it will be valid only after the payment has arrived. Registration Forms are to be sent to: Parthen R&S bv, P.O. Box 75803, 1070 AV  Amsterdam, The Netherlands. Phone: +31 (0)20 5727303; Fax: +31 (0)20 5727311; Email: registration@parthen.nl.

Registration Fees

See Registration form (also on the Safecomp 2000 web site at http://www.wtm.tudelft.nl/vk/safecomp2000). Early registration closes on September 24, 2000. The are special rates for students and speakers.

Speaker: NLG 700 (before July 31), else NLG 800.

EWICS TC7 member: NLG 800 (before September 25), else NLG 1000.

Non-member: NLG 1000 (before September 25), else NLG 1250.

Full-time student: NLG 300 [proof required; without conference diner]

Registration fees cover admission to the conference, conference proceedings, coffee breaks, lunches, welcome reception, and the conference dinner.

Information and Registration Desk

An information and registration desk will be available at:

• Brasserie De Tijdgeest, Tuesday October 24, from 18:00 h. during the reception

• the conference venue Engels during the conference from 8:30 h.

Cancellation

Refunds of 50% will be made if a written request is received before September 25, 2000. No refunds will be made for cancellations received after this date.

Social Events

October 24: Welcome Reception Brasserie "De Tijdgeest" (Oost-Wijnstraat 14): see map.

October 26: Conference Dinner

Accompanying Persons

For accompanying persons who wish to take conference lunches it will be possible to buy a voucher at the SAFECOMP 2000 Registration desk, where also vouchers for the conference dinner can be acquired. 
Transportation: access to Rotterdam

By air: 
Schiphol, Amsterdam International Airport: an underground railway station is connected with the airport and there are frequent direct train services to Rotterdam (every 30 minutes). The train journey takes about 50 minutes.
Rotterdam Airport: taxis and busses are available from Rotterdam Airport to the city centre. The transfer from the airport to the centre takes no more than 20 minutes by road.

By train: there is a direct train connection between Paris, Brussels and Rotterdam Central Station. Boat trains from the United Kingdom stop at the Rotterdam Central Station. Those travelling by train or through Germany may have to change trains at Utrecht.

City transport: Rotterdam has a very good system for local public transport. The conference venue, hotels and attractions can easily be reached by public transport. You can use the tram, bus, metro and taxi to get to your destination. 

• Conference Centre Engels: Stationsplein 45, entrance A [next to the Central Station]
Accommodation

A list of hotels is available at the Tourist Information web site: http://www.vvv.rotterdam.nl/engels. Another useful web site is at http://www.conventions.rotterdam.nl/venues.

Language

The language of the Conference is English (no simultaneous translation).

Proceedings

SAFECOMP 2000 proceedings are published by Springer Verlag in the Lecture Notes in Computer Science (http://www.springer.de/comp/lncs/index.html) and distributed during the conference. Extended versions of the best papers accepted for the Conference will be published in a special issue of the Journal "Safety Science" (an international journal published by Elsevier) and serves as an international medium for research in the science and technology of human safety. It extends from safety of people at work to other spheres, such as transport, leisure and home, as well as every other field of man's hazardous activities.
Tourist Information

Information about Rotterdam can be found at: http://www.vvv.rotterdam.nl.
For additional information, please contact: Tourist Information Office, Coolsingel 67, 3012 AC  Rotterdam. 

Phone: ++31 (0) 900 4034065; Fax: ++ 31 (0)10 4133124; Email: info@vvv.rotterdam.nl.

General Chair

Bas de Mol, TU Delft/AMC (NL)

Programme Committee Chair

Floor Koornneef, TU Delft (NL), Meine van der Meulen, SIMTECH (NL)

EWICS Chair

Gerd Rabe, TÜV Nord (D)

Organising Committee

Bas de Mol, Gemma van der Windt, Minke van der Putte, Roger Cooke (TU Delft), Jos Trienekens, Aarnout Brombacher (TU Eindhoven)

International Programme Committee

O. Andersen (DK), S. Anderson (UK), A. Bertolino (I), H. Bezecny (D), P. Bishop (UK), R. Bloomfield (UK), S. Bologna (I), F. Dafelmair (D), G. Dahll (N), P. Daniel (UK), A. Eaton (UK), W. Ehrenberger (D), H. Frey (CH), R. Garnier (F), R. Genser (A), C. Goring (UK), J. Gorski (PL), M. Heisel (D), D. Inverso (USA), J. Järvi (FIN), M. Kaâniche (F), K. Kanoun (F), V. Maggioli (USA), C. Mazet (F), O. Nordland (N), A. Pasquini (I), F. Redmill (UK), G. Reijns (NL), F. Saglietti (D), E. Schoitsch (A), I. Smith (UK), T. Skramstad (N), G. Sonneck (A), J. Trienekens (NL), U. Voges (D), A. Weinert (D), M. Wilikens (I), R. Winther (N), S. Wittmann (D), J. Zalewski (USA), Z. Zurakowski (PL)

Safecomp secretariat

Minke van der Putte

Delft University of Technology

Kanaalweg 2b

2628 EB Delft - The Netherlands

Tel ++31 15 278 1477

Fax ++31 15 278 7105

Email: safecomp2000@tbm.tudelft.nl
Home page: http://www.wtm.tudelft.nl/vk/safecomp2000
Sponsors and Co-sponsors

European Workshop on Industrial Computer Systems (EWICS)
Austrian Computer Society (OCG)
CMG Information Technology


CEPIS
Holland Railconsult

Simtech
ENCRESS
KEMA Registered Quality

TU Delft
ESRA
Peek Traffic Systems

TU Eindhoven
IFAC
Spits


IFIP WG 5.4 and WG 10.4
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Safety-critical Systems Club (UK)
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The 19th International Conference on Computer Safety, Reliability and Security

Rotterdam/The Netherlands

Tuesday 24 – Friday 27 October 2000

Registration

Surname:






Initials:

           Ms/Mr

First name


(fill in only if you wish you first name to appear on your badge) 

Affiliation:

(max. 35 characters./shown on badge)
Department:

Address:

Postal code:

City:                                                          Country: 

Telephone:
                                           Telefax:  



E-mail: 

Accompanying person:





First name/initials:

 

Tutorials on Tuesday, October 24 and Friday, October 27

Registration for tutorials will be on a first come/first serve basis as the available number of seats is limited.

Tutorial 1: Introduction to Cryptography and Authentication Protocols
 
( 
NLG 650  

Tutorial 2: Software Process Improvement for SMEs: ISA-EUNET
 
( 
NLG 250  

Tutorial 3: Explaining the International Standard IEC 61508
 
( 
NLG 650  

Tutorial 4: Dependability and EMC
 
( 
NLG 650  

Tutorial 5: Risk Management for Systems Engineering
 
( 
NLG 650  




Those who register for more than one tutorial, receive a discount of NLG 75 per additional tutorial.
 
(
-/- NLG 75 (reduction)

Conference October 25-27



EWICS Member

Non-member

Speaker

Full-time student

Before July 31
 
-
 
-
(
NLG 700
(
 
NLG 300

Student number:

Please show student card upon arrival.

After July 31
 
-
 
-
(
NLG 800



Before

September 25
(
NLG 800
(
NLG 1000
 
-



After

September 25
(
NLG 1000
(
NLG 1250
 
-



Social Programme Safecomp 2000


EWICS

Member
Non

member
Speaker
Full time

student
Accompanying

Person

Welcome reception,

October 24
( I will attend (free of charge)

Luncheon vouchers
Included
(  … * NLG 60

Conference Dinner,

October 26
( I will attend (free of charge)
( NLG 150
( NLG 150

Payment



Tutorial(s)

NLG

Discount for tutorials (if applicable)

NLG

Conference fee
NLG

Voucher luncheon(s) (accompanying persons) 

NLG

Voucher Conference Dinner (accompanying person or student)

NLG

 
 

TOTAL:
NLG

Please choose your method of payment:

· I have instructed my bank, clearly stating my name, to pay  NLG _______ to:
ABN AMRO bank, Minervaplein, Amsterdam, The Netherlands; account number 48.85.82.768 of Safecomp 2000. Swift address: ABN ANL 2A

· Debit my credit card for the amount of NLG  _________________
Cardholders name: _____________________________________

Cardholders address (if different from the other side given address) 
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Card number:
_________________________ Expiration Date: _______________________

Signature: _______________________________
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Please return this form to: 
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Parthen R&S


P.O. Box 75803


1070 AV Amsterdam


Phone:	+31 20 572 73 03


Fax: 	+31 20 572 73 11


Email:	registration@parthen.nl
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